
 

 

March 29, 2022 

TO: Pension Fund Participant 

FROM: Kenneth Stilwell – Executive Administrator 

DATE: March 29, 2022 

Re: Horizon Actuarial Services, LLC 

You may have recently received a notice in the mail from Horizon Actuarial Services, LLC 

(“Horizon”) regarding a ransomware attack that occurred to its computer system on 

November 12, 2021. 

The letter summarizes the incident and the type of information that was potentially 

compromised. As stated, Horizon “negotiated with and paid the group in exchange for an 

agreement that they would delete and not distribute or otherwise misuse the stolen 

information.” 

As the incident occurred on Horizon’s systems and not the Fund’s, the letter advised 

participants to “not call your Fund Administrator.” However, fearing the information was a 

“scam,” many participants have called the Fund or their Local Union to verify this 

information. 

This notice confirms that this information is valid and is not a SCAM. The Fund does 

retain Horizon for its actuarial services and required Horizon to notify you about the 

cybersecurity incident. Please be assured this in no way impacts your benefits from the 

Fund. 

You are encouraged to enroll in the identity monitoring services provided by Kroll. This 

identity monitoring includes Credit Monitoring, $1 Million Identity Fraud Loss 

Reimbursement, Fraud Consultation, and Identity Theft Restoration. Please review 

Horizon’s letter for instructions to activate your identity monitoring service.  

 

If you have further questions about this incident, please feel free to call the hotline that 

Horizon has set-up at 1-855-541-3574, Monday through Friday, 8:00 a.m. to 5:30 p.m. 

Central time.  

Regards. 

 


